Dunn Cavelty’s framework adapted to South Africa
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Hare’s framework applied to South Africa

South Africa’s social-political cohesion on cybersecurity threats
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Amended proposed analytical framework
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